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Table 1 Blockchain BFT protocols generated using our framework.

Message complexity

Authenticator complexity Captured protocols

Protocol Phase Replicas L
Commitment View-change Commitment View-change or similar protocols

BD[0,0,0,0] 3 3f+1 o(n?) 0(n2)/0(n) o(n?) o(n3)/0(n3) = PBFT

BD[1,0,0,0] 2 3f+1 O(n?) O(n2)/0(n) O(n?) o(n2)/0(n?) = FlexiBFT

BD[2,0,0,0] 2 3f+1 o(n?) 0(n?)/0(n) o(n?) O(n?)/0(n) .

BDI[3,0,0,0] 2 2f 41 O(n?) 0(n2)/0(n) O(n?) o(n2)/0(n?) .

BD[4,0,0,0] 2 2f +1 o(n?) 0(n2)/0(n) o (n?) 0(n2)/0(n) .

BDI[0,1,0,0] 2 5f+1 0 (n?) 0(n2)/0(n) 0 (n?) 0(n2)/0(n?) = FaB

BD[0,0,1,0] 3(5) 3f+1 O(n) O(n)/O(n) o(n) O(n)/0(n?) o ~ Fast-Hotstuff without
locking mechanism

BD[0,0,2,0] 3 3f 41 o(n?) O(n?)/0(n) O(n?) o(n?)/0(n?) .

BD[0,0,0,1] 4 3f+1 O(n?) O(n2)/0(n) O(n2) o(n3)/0(n) e A~ Tendermint with
view-change protocol and
more commitment phases

BD[1,0,1,0] 2(3) 3f+1 o(n) O(n)/O(n) o(n) O(n)/0(n?) e ~ FlexiBFT with
linearization

BDI[2,0,1,0] 2(3) 3f +1 o(n) O(n)/O(n) o(n) O(n)/O(n) .

BD(3,0,1,0] 2(3) 2f +1 O(n) O(n)/O(n) O(n) O(n)/0(n?) .

BD[4,0,1,0] 2(3) 2f + 1 o(n) O(n)/O(n) o(n) O(n)/O(n) e ~ TBFT with fewer
phases of commitment
and view-change protocols

BD[1,0,0,1] 3 3f 41 o(n?) O(n?)/0(n) O(n?) o(n?)/0(n) .

BDI[3,0,0,1] 3 2f 41 O(n?) O(n2)/0(n) O(n2) O(n2)/0(n) .

BD[0,1,1,0] 2(3) 5f+1 O(n) O(n)/O(n) o(n) O(n)/0(n?) o ~ Zyzzyva5 (slow path)

BD[0,1,0,1] 3 5f+1 O(n?) O(n2)/0(n) O(n?) O(n2)/0(n) e ~ BG[1,1,2] with DP1
without linearization

BDI[0,0,1,1] 4(7) 3f 41 O(n) O(n)/O(n) O(n) O(n)/O(n) = Hotstuff

BDI[0,0,2,1] 4 3f4+1 O(n?) O(n)/O(n) O(n?) O(n)/O(n) o ~ The Hotstuff
without linearization

BD[1,0,1,1] 3(5) 3f+1 o(n) O(n)/O(n) o(n) O(n)/O(n) .

BD(3,0,1,1] 3(5) 2f +1 O(n) O(n)/O(n) O(n) O(n)/O(n) .

BD[0,1,1,1] 3(5) 5f+4+1 O(n) O(n)/O(n) O(n) O(n)/O(n) = BGJ[1,1,2] with DP1

The following are some protocols that have correctness defects or are not optimal solutions
V(1] 3 3f+1 O(n2) O(n2) = Tendermint
I[1]+ V(2] 2(3) 3f+1 O(n) 0(n2)/0(n?) O(n) o(n?)/0(n3) = Zyzzyva (slow path),
/O(n) /O(n3) incomplete linearization
11[1]+V[3] 2 7F 41 o(n?) 0(n?)/0(n?) o(n?) O(n?)/0(n?) = Bosco
III[1]+ 2(3) 5f 41 O(n) O(n2)/0(n?) O(n) O(n2)/0(n3) = Zyzzyva5 (slow path),
V[2]+V[3] /O (n) /0(n3) incomplete linearization




